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apply if the activity were conducted by 
non-electronic means or facilities. 

(c) State laws. As a general rule, and 
except as provided by Federal law, 
State law is not applicable to a na-
tional bank’s conduct of an authorized 
activity through electronic means or 
facilities if the State law, as applied to 
the activity, would be preempted pur-
suant to traditional principles of Fed-
eral preemption derived from the Su-
premacy Clause of the U.S. Constitu-
tion and applicable judicial precedent. 
Accordingly, State laws that stand as 
an obstacle to the ability of national 
banks to exercise uniformly their Fed-
erally authorized powers through elec-
tronic means or facilities, are not ap-
plicable to national banks. 

[61 FR 4862, Feb. 9, 1996, as amended at 73 FR 
22242, Apr. 24, 2008] 

§ 7.5003 Composite authority to engage 
in electronic activities. 

Unless otherwise prohibited by Fed-
eral law, a national bank may engage 
in an electronic activity that is com-
prised of several component activities 
if each of the component activities is 
itself part of or incidental to the busi-
ness of banking or is otherwise permis-
sible under Federal law. 

§ 7.5004 Sale of excess electronic ca-
pacity and by-products. 

(a) A national bank may, in order to 
optimize the use of the bank’s re-
sources or avoid economic loss or 
waste, market and sell to third parties 
electronic capacities legitimately ac-
quired or developed by the bank for its 
banking business. 

(b) With respect to acquired equip-
ment or facilities, legitimate excess 
electronic capacity that may be sold to 
others can arise in a variety of situa-
tions, including the following: 

(1) Due to the characteristics of the 
desired equipment or facilities avail-
able in the market, the capacity of the 
most practical optimal equipment or 
facilities available to meet the bank’s 
requirements exceeds its present needs; 

(2) The acquisition and retention of 
additional capacity, beyond present 
needs, reasonably may be necessary for 
planned future expansion or to meet 
the expected future banking needs dur-
ing the useful life of the equipment; 

(3) Requirements for capacity fluc-
tuate because a bank engages in batch 
processing of banking transactions or 
because a bank must have capacity to 
meet peak period demand with the re-
sult that the bank has periods when its 
capacity is underutilized; and 

(4) After the initial acquisition of ca-
pacity thought to be fully needed for 
banking operations, the bank experi-
ences either a decline in level of the 
banking operations or an increase in 
the efficiency of the banking oper-
ations using that capacity. 

(c) Types of electronic capacity in 
equipment or facilities that banks may 
have legitimately acquired and that 
may be sold to third parties if excess to 
the bank’s needs for banking purposes 
include: 

(1) Data processing services; 
(2) Production and distribution of 

non-financial software; 
(3) Providing periodic back-up call 

answering services; 
(4) Providing full Internet access; 
(5) Providing electronic security sys-

tem support services; 
(6) Providing long line communica-

tions services; and 
(7) Electronic imaging and storage. 
(d) A national bank may sell to third 

parties electronic by-products legiti-
mately acquired or developed by the 
bank for its banking business. Exam-
ples of electronic by-products that 
banks may have legitimately acquired 
that may be sold to third parties if ex-
cess to the bank’s needs include: 

(1) Software acquired (not merely li-
censed) or developed by the bank for 
banking purposes or to support its 
banking business; and 

(2) Electronic databases, records, or 
media (such as electronic images) de-
veloped by the bank for or during the 
performance of its permissible data 
processing activities. 

§ 7.5005 National bank acting as dig-
ital certification authority. 

(a) It is part of the business of bank-
ing under 12 U.S.C. 24(Seventh) for a 
national bank to act as a certificate 
authority and to issue digital certifi-
cates verifying the identity of persons 
associated with a particular public/pri-
vate key pair. As part of this service, 
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